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Complete  Protect ion

A recent ICSA study indicates that v i ruses threaten 99% of businesses each year.   50% 

are said to be v i rus disasters.  The evolut ion of Internet technology has lead to a s imi lar  

progression of v i rus types and del ivery methods. Instal l ing emai l  ant iv i rus software does 

prov ide adequate protect ion for emai l  messages that are sent and received, but what 

about v i ruses that are t ransmitted v ia FTP, d isks, or websi te scr ipts? In Sans Inst i tute’s 

“Essent ia l  Secur i ty  Steps: Step by Step”, the second “Level  One Secur i ty  Act ion” is to:  

“Establ ish a protect ive net of  f i l ters to detect and eradicate v i ruses – cover ing worksta-

t ions (PCs),  servers and gateways…” To ensure the safety of  company resources, organiza-

t ions must now protect a l l  v i rus entry points.

Complete Protect ion

The VisNet ic Ant iV i rus sui te prov ides comprehensive ant iv i rus protect ion for desktops, 

laptops and network servers.  

• VisNet ic Ant iV i rus Mai lChecker scans emai l  messages and attached f i les upon 

sending, receiv ing and reading messages. 

• VisNet ic Ant iV i rus Monitor examines al l  accessed f i les on PCs for known v i ruses.

• VisNet ic Ant iV i rus Scr ipt  Checker examines al l  scr ipts using a heur ist ic engine, 

and also uses the VisNet ic Ant iV i rus Monitor to check for known scr ipt  v i ruses 

or worms.

• VisNet ic Ant iV i rus Scanner is a t radi t ional  v i rus scanner that checks f i les and 

dr ives for known v i ruses.

• The Heur ist ic Checking Tool  scans f i le and sector codes and detects v i ruses 

before they are included in v i rus databases. 
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Network 
Adminis t ra t ion

These secur i ty  e lements combine to protect a l l  v i rus entry points:  emai l ,  f i le d ist r ibut ion, 

websi te scr ipts,  and any other form of infect ion. Al l  v i rus types are protected against,  

inc luding: Tro jan Horses, worms, executable and boot v i ruses, etc,  us ing advanced v i rus 

def in i t ions suppl ied by Kaspersky Labs.  V isNet ic Ant iV i rus is a comprehensive ant iv i rus 

solut ion that ensures the integr i ty  of  company resources.

Central Administration

VisNet ic Ant iV i rus for  Networks al lows an ent i re network of  ant iv i rus software to be main-

ta ined and deployed f rom any computer with Intranet or Internet access.  Deployment 

is s imple using the Administ rat ion Ki t  inc luded with VisNet ic Ant iV i rus Server.  Ant iV i rus 

software, conf igurat ion sett ings, and v i rus def in i t ions can be deployed quick ly and eas-

i ly  throughout an organizat ion.  When issues or events occur on workstat ions, the ad-

minist rator is  immediately informed, and has access to the appropr iate tools to research 

and resolve problems f rom remote locat ions. The Network Contro l  Center inc luded in the 

Administ rat ion Ki t  g ives administ rators fu l l  ant iv i rus contro l  over each workstat ion, and 

password protect ion can be ut i l i zed to ensure that users are unable to tamper with ant iv i -

rus software and sett ings. 

Automation

Using scheduled updates and scans, VisNet ic Ant iV i rus prov ides hands f ree ant iv i rus 

protect ion for Workstat ions and Servers.   V i rus def in i t ion updates can be downloaded 

using a scheduler at conf igurable intervals -  hour ly,  dai ly,  or  weekly -  onto independent 

Workstat ions, or onto the VisNet ic Ant iV i rus Server and dispersed throughout an 

organizat ion. VisNet ic Ant iV i rus wi l l  only download new v i rus def in i t ions not inc luded in 

ex ist ing v i rus bases.  Addit ional ly,  v i rus scans of ent i re workstat ions or cr i t ica l  dr ives can
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Powerful  Scanning

be scheduled to execute at of f  hours of  the day, f reeing up system resources, and en-

sur ing that no v i ruses ex ist  on any component of  network computers.  When v i ruses are 

located, they are automat ical ly  repaired, quarant ined or deleted.

Email Based Viruses

Viruses Passed in Programs
(Trojan Horses, floppy disk,
downloaded programs)

Viruses passed over
a local network

Other Internet
Viruses
(IRC, Worms, Other
Exploits)

��������

Viruses passed over a local area
network can be blocked using
VisNetic AntiVirus for Workstations

Viruses passed in programs or via
floppy disk (or other external media)
can be blocked by using
VisNetic AntiVirus for Workstations.

Internet based viruses
can be blocked at the
server level using VisNetic
AntiVirus for Servers.

Complete AntiVirus Protection for a Network
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VisNetic  AntiVirus

Contact

Deerf ie ld Communicat ions, Inc.    

P.O. Box 851       

Gaylord, MI 49735

Telephone 989.732.8856      

Fax 989.731.9299     

www.deerf ie ld.com

sales@deerf ie ld.com

feedback@deerf ie ld.com


